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Islami Bank Bangladesh PLC, being one of the leading Banking Service Providers, recognizes the
Threats and Vulnerabilities inherent in its operation that may compromise the Information Security
Management System considering the Confidentiality, Integrity and Availability of its information
assets.

In view of the accelerating trend of use of information as a competitive advantage, and malicious
overt and covert attempts to obtain, steal, or corrupt information improperly and deceitfully,
IBBPLC, is committed to protecting its information, using state-of-the-art technology and tools,
competent human resource, and sophisticated system structure.

Complying with the applicable legal, regulatory and contractual constraints is an essential
constituent of IBBPLC’s overall Information Security Management System and it is committed to
continually improving its Information Security Performance.

IBBPLC has confidence in the fact that by providing adequate assurance to its interested parties
about the security of its shared information, it can create a business bionetwork for all to do
business where the sense of security and confidence flourish inherently.

This policy is endorsed by the highest level of Management of IBBPLC.
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